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1
METHOD AND APPARATUS FOR SHARING
WIRELESS NETWORK SUBSCRIPTION
SERVICES

TECHNOLOGICAL FIELD

Some embodiments of the present invention relate gener-
ally to communications technology and, more particularly, to
shared subscriptions in wireless environments.

BACKGROUND

Procedures are defined to allow a user operating a wireless
communications enabled terminal to purchase and/or access a
subscription to a wireless network, in Hotspot 2.0, even if the
user operating the mobile terminal does not have a prior
relationship with or subscription to the wireless network. The
details of the purchased subscription, to include credentials,
may be provisioned to the mobile terminal at the time of the
purchase of the subscription. A plurality of credentials may be
supported by the wireless network, such as but not limited to
username/password and/or a client certificate. In an instance
in which the credentials are username/password, the user-
name/password may be shared among a number of devices
belonging to the same user. However, the ability to share
credentials does not apply if the credentials issued to the
mobile terminal include a client certificate. By definition the
client certificate is generated based on a private/public key
that is specific to the particular mobile terminal and thus is
generally non-transferrable.

BRIEF SUMMARY

A method, apparatus and computer program product are
therefore provided according to example embodiments to
enable a user of a first mobile terminal to share a client
certificate that provides access to a wireless network sub-
scription service, with other mobile terminals. The client
certificate may be shared by expanding the procedure defined
for creating a wireless subscription, such as the Hotspot 2.0
wireless provisioning specification. According to some
example embodiments, the first mobile terminal is initially
issued a client certificate by a server that provides access
credentials to a wireless network subscription service.
Advantageously, a second mobile terminal may then, for
example, connect to the first mobile terminal in order to
obtain a client certificate, generated by the first mobile termi-
nal that may also be used to gain network access using the
subscription belonging to the first terminal. Thus, in an
instance in which the second mobile terminal attempts to be
authenticated by the server using the client certificate gener-
ated by the first mobile terminal, the server is configured to
recognize the client certificate as issued by the first mobile
terminal and thus grants the second mobile terminal access to
the wireless network subscription service.

In one embodiment, a method is provided that comprises
determining whether a first mobile terminal possesses one or
more credentials that are configured to be shared with another
mobile terminal. In some example embodiments, the creden-
tials comprise a subscription identifier issued by a server and
the credentials are configured to grant access to one or more
wireless network subscription services. The method of this
embodiment may also include causing a certificate enroll-
ment procedure to be initiated with the first mobile terminal in
an instance in which the first mobile terminal possesses one or
more credentials that are configured to be shared with another
mobile terminal. The method of this embodiment may also
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include receiving a client certificate from the first mobile
terminal. In some example embodiments, the client certificate
is signed by the first mobile terminal and comprises the sub-
scription identifier.

In another embodiment, an apparatus is provided that
includes at least one processor and at least one memory
including computer program code with the at least one
memory and the computer program code being configured,
with the at least one processor, to cause the apparatus to at
least determine whether a first mobile terminal possesses one
or more credentials that are configured to be shared with
another mobile terminal. In some example embodiments, the
credentials comprise a subscription identifier issued by a
server and are configured to grant access to one or more
wireless network subscription services. The at least one
memory and computer program code may also be configured
to, with the at least one processor, cause the apparatus to cause
a certificate enrollment procedure to be initiated with the first
mobile terminal in an instance in which the first mobile ter-
minal possesses one or more credentials that are configured to
be shared with another mobile terminal. The at least one
memory and computer program code may also be configured
to, with the at least one processor, cause the apparatus to
receive a client certificate from the first mobile terminal. In
some example embodiments, the client certificate is signed by
the first mobile terminal and comprises a subscription iden-
tifier.

In the further embodiment, a computer program product
may be provided that includes at least one non-transitory
computer-readable storage medium having computer-read-
able program instructions stored therein with the computer-
readable program instructions including program instruc-
tions configured to determine whether a first mobile terminal
possesses one or more credentials that are configured to be
shared with another mobile terminal. In some example
embodiments, the credentials comprise a subscription iden-
tifier issued by a server and are configured to grant access to
one or more wireless network subscription services. The
computer-readable program instructions may also include
program instructions configured to cause a certificate enroll-
ment procedure to be initiated with the first mobile terminal in
an instance in which the first mobile terminal possesses one or
more credentials that are configured to be shared with another
mobile terminal. The computer-readable program instruc-
tions may also include program instructions configured to
receive a client certificate from the first mobile terminal. In
some example embodiments, the client certificate is signed by
the first mobile terminal and comprises a subscription iden-
tifier.

In yet another embodiment, an apparatus is provided that
includes means for determining whether a first mobile termi-
nal possesses one or more credentials that are configured to be
shared with another mobile terminal. In some example
embodiments, the credentials comprise a subscription iden-
tifier issued by a server and the credentials are configured to
grant access to one or more wireless network subscription
services. The apparatus of this embodiment may also include
means for causing a certificate enrollment procedure to be
initiated with the first mobile terminal in an instance in which
the first mobile terminal possesses one or more credentials
that are configured to be shared with another mobile terminal.
The apparatus of this embodiment may also include means
for receiving a client certificate from the first mobile terminal.
In some example embodiments, the client certificate is signed
by the first mobile terminal and comprises the subscription
identifier.
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In one embodiment, a method is provided that comprises
receiving an authentication request for access to a wireless
network subscription service from a second mobile terminal.
The method of this embodiment may also include determin-
ing whether the authentication request comprises a client
certificate having subscription identifier belonging to a first
mobile terminal that has previously been authenticated. The
method of this embodiment may also include causing the
second mobile terminal to be authenticated on the wireless
network subscription service based on the client certificate
issued by the first mobile terminal containing the subscription
identifier.

In another embodiment, an apparatus is provided that
includes at least one processor and at least one memory
including computer program code with the at least one
memory and the computer program code being configured,
with the at least one processor, to cause the apparatus to at
least receive an authentication request for access to a wireless
network subscription service from a second mobile terminal.
The at least one memory and computer program code may
also be configured to, with the at least one processor, cause the
apparatus to determine whether the authentication request
comprises a client certificate having subscription identifier
belonging to a first mobile terminal that has previously been
authenticated. The at least one memory and computer pro-
gram code may also be configured to, with the at least one
processor, cause the apparatus to cause the second mobile
terminal to be authenticated on the wireless network sub-
scription service based on the client certificate issued by the
first mobile terminal containing the subscription identifier.

In the further embodiment, a computer program product
may be provided that includes at least one non-transitory
computer-readable storage medium having computer-read-
able program instructions stored therein with the computer-
readable program instructions including program instruc-
tions configured to receive an authentication request for
access to a wireless network subscription service from a
second mobile terminal. The computer-readable program
instructions may also include program instructions config-
ured to determine whether the authentication request com-
prises a client certificate having subscription identifier
belonging to a first mobile terminal that has previously been
authenticated. The computer-readable program instructions
may also include program instructions configured to cause
the second mobile terminal to be authenticated on the wire-
less network subscription service based on the client certifi-
cate issued by the first mobile terminal containing the sub-
scription identifier.

In yet another embodiment, an apparatus is provided that
includes means for receiving an authentication request for
access to a wireless network subscription service from a
second mobile terminal. The apparatus of this embodiment
may also include means for determining whether the authen-
tication request comprises a client certificate having subscrip-
tion identifier belonging to a first mobile terminal that has
previously been authenticated. The apparatus of this embodi-
ment may also include means for causing the second mobile
terminal to be authenticated on the wireless network sub-
scription service based on the client certificate issued by the
first mobile terminal containing the subscription identifier.

BRIEF DESCRIPTION OF THE DRAWINGS

Having thus described the example embodiments of the
invention in general terms, reference will now be made to the
accompanying drawings, which are not necessarily drawn to
scale, and wherein:
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FIG. 1 is a schematic representation of a system having at
least two mobile terminals that may benefit from an embodi-
ment of the present invention;

FIG. 2 is a block diagram of an apparatus that may be
embodied by a mobile terminal in accordance with one
embodiment of the present invention;

FIG. 3 illustrates a block diagram of a mobile terminal
according to some example embodiments of the current
invention;

FIG. 4 is a flow chart illustrating operations performed by
a first mobile terminal and a second mobile terminal in accor-
dance with one embodiment of the present invention; and

FIG. 5 is a flow chart illustrating operations performed by
a server in accordance with one embodiment of the present
invention.

DETAILED DESCRIPTION

The present invention now will be described more fully
hereinafter with reference to the accompanying drawings, in
which some, but not all embodiments of the inventions are
shown. Indeed, these inventions may be embodied in many
different forms and should not be construed as limited to the
embodiments set forth herein; rather, these embodiments are
provided so that this disclosure will satisfy applicable legal
requirements. Like numbers refer to like elements through-
out.

As used in this application, the term “circuitry” refers to all
of the following: (a) hardware-only circuit implementations
(such as implementations in only analog and/or digital cir-
cuitry) and (b) to combinations of circuits and software (and/
or firmware), such as (as applicable): (i) to a combination of
processor(s) or (ii) to portions of processor(s)/software (in-
cluding digital signal processor(s)), software, and
memory(ies) that work together to cause an apparatus, such as
a mobile phone or server, to perform various functions) and
(c) to circuits, such as a microprocessor(s) or a portion of a
microprocessor(s), that require software or firmware for
operation, even if the software or firmware is not physically
present.

This definition of “circuitry” applies to all uses of this term
in this application, including in any claims. As a further
example, as used in this application, the term “circuitry”
would also cover an implementation of merely a processor (or
multiple processors) or portion of a processor and its (or their)
accompanying software and/or firmware. The term “cir-
cuitry” would also cover, for example and if applicable to the
particular claim element, a baseband integrated circuit or
application specific integrated circuit for a mobile phone or a
similar integrated circuit in server, a cellular network device,
or other network device.

Some example solutions for wireless network subscription
sharing enable a mobile terminal with a client certificate to
function as an access point. Thus, the mobile terminal, acting
as an access point, routes traffic to the wireless network
subscription service from other mobile terminals that do not
have the client certificate. However, such solutions only
enable access to the wireless network subscription service in
an instance in which the mobile terminal with the client
certificate is available, in communications range and/or the
like.

As described herein, a method, apparatus and computer
program product of an example embodiment of the present
invention may be configured to operate in conjunction with
Hotspot 2.0 to enable sharing of a wireless network subscrip-
tion by a plurality of mobile terminals, without the need for a
mobile terminal to function as an access point. An example
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second mobile terminal of an example embodiment of the
current invention may be configured to connect to a first
mobile terminal in order to determine whether the first mobile
terminal has access to a wireless network subscription ser-
vice. A wireless network subscription service includes, but is
not limited to, one or more subscriptions to one or more
wireless networks and/or subscription services operating on a
wireless network. In an instance in which the first terminal
has access to one or more subscriptions, the second mobile
terminal may request access credentials relating to the one or
more subscriptions. The first mobile terminal assumes the
role of the certificate authority and may be configured to
generate a client certificate for the second mobile terminal
based on a subscription identifier, such as a WiFiSubscrip-
tionlD, present in the client certificate issued to the first
mobile terminal by a server.

Although the method, apparatus and computer program
product may be implemented in a variety of different systems,
one example of such a system is shown in FIG. 1, which
includes communication devices (for example, mobile termi-
nal 10 and mobile terminal 12) that are capable of communi-
cation via a network entity 14, such as a wireless router, a base
station, a Node B, an evolved Node B (eNB), WiFi Station, or
other network entity, with a network 18 (for example, a core
network). While the network may be configured in accor-
dance with wireline or wireless networking techniques, com-
prising but not limited to WiFi, wireless local access network
(WLAN) techniques such as Institute of Electrical and Elec-
tronics Engineers (IEEE) 802.11, 802.16, and/or the like. The
network entity 14 may be in communication with a server 16.
The server 16 may be configured to provide access creden-
tials, such as a username/password or client certificate for
access to the network 18 via the network entity 14.

Other communications may be envisioned, but are not
required in the current invention such as Long Term Evolu-
tion (LTE) or LTE-Advanced (LTE-A), other networks may
support the method, apparatus and computer program prod-
uct of embodiments of the present invention including those
configured in accordance with wideband code division mul-
tiple access (W-CDMA), CDMA2000, global system for
mobile communications (GSM), general packet radio service
(GPRS) and/or the like. Alternatively or additionally. The
network 18 may include a collection of various different
nodes, devices or functions that may be in communication
with each other via corresponding wired and/or wireless
interfaces. For example, the network may include one or more
cells, including network entity 14, each of which may serve a
respective coverage area. As described herein, the network
18, may be configured to operate as a wireless network sub-
scription service. The serving cell and the neighbor cells
could be, for example, part of one or more cellular or mobile
networks or public land mobile networks (PLMNs). In turn,
other devices such as processing devices (for example, per-
sonal computers, server computers or the like) may be
coupled to the mobile terminal 10, the mobile terminal 12
and/or other communication devices via the network 18.

A communication device, such as the mobile terminal 10
and/or mobile terminal 12 (also known as user equipment
(UE), wireless station (STA), communications device or the
like), may be in communication with other communication
devices or other devices via the network entity 14 and, in turn,
the network 18. In some cases, the communication device
may include an antenna for transmitting signals to and for
receiving signals from a serving cell.

In some example embodiments, the mobile terminal 10
and/or the mobile terminal 12 may be a mobile communica-
tion device such as, for example, a mobile telephone, portable
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digital assistant (PDA), pager, laptop computer, or any of
numerous other hand held or portable communication
devices, computation devices, content generation devices,
content consumption devices, or combinations thereof. As
such, the mobile terminal 10 and/or the mobile terminal 12
may include one or more processors that may define process-
ing circuitry either alone or in combination with one or more
memories. The processing circuitry may utilize instructions
stored in the memory to cause the mobile terminal 10 and/or
the mobile terminal 12 to operate in a particular way or
execute specific functionality when the instructions are
executed by the one or more processors. The mobile terminal
10 and/or the mobile terminal 12 may also include commu-
nication circuitry and corresponding hardware/software to
enable communication with other devices and/or the network
18.

In one embodiment, for example, the mobile terminal 10,
the mobile terminal 12 and/or the network entity 14 may be
embodied as or otherwise include an apparatus 20 as generi-
cally represented by the block diagram of FIG. 2. While the
apparatus 20 may be employed, for example, by a mobile
terminal 10, a mobile terminal 12 or a network entity 14, it
should be noted that the components, devices or elements
described below may not be mandatory and thus some may be
omitted in certain embodiments. Additionally, some embodi-
ments may include further or different components, devices
or elements beyond those shown and described herein.

As shown in FIG. 2, the apparatus 20 may include or
otherwise be in communication with processing circuitry 22
that is configurable to perform actions in accordance with
example embodiments described herein. The processing cir-
cuitry may be configured to perform data processing, appli-
cation execution and/or other processing and management
services according to an example embodiment of the present
invention. In some embodiments, the apparatus or the pro-
cessing circuitry may be embodied as a chip or chip set. In
other words, the apparatus or the processing circuitry may
comprise one or more physical packages (for example, chips)
including materials, components and/or wires on a structural
assembly (for example, a baseboard). The structural assem-
bly may provide physical strength, conservation of size, and/
or limitation of electrical interaction for component circuitry
included thereon. The apparatus or the processing circuitry
may therefore, in some cases, be configured to implement an
embodiment of the present invention on a single chip or as a
single “system on a chip.” As such, in some cases, a chip or
chipset may constitute means for performing one or more
operations for providing the functionalities described herein.

In some example embodiments, the processing circuitry 22
may include a processor 24 and memory 28 that may be in
communication with or otherwise control a communication
interface 26 and, in some cases, a user interface 30. As such,
the processing circuitry may be embodied as a circuit chip
(for example, an integrated circuit chip) configured (for
example, with hardware, software or a combination of hard-
ware and software) to perform operations described herein.
However, in some embodiments taken in the context of the
mobile terminal 10, the processing circuitry may be embod-
ied as a portion of a mobile computing device or other mobile
terminal.

The user interface 30 (if implemented) may be in commu-
nication with the processing circuitry 22 to receive an indi-
cation of a user input at the user interface and/or to provide an
audible, visual, mechanical or other output to the user. As
such, the user interface may include, for example, a keyboard,
a mouse, a joystick, a display, a touch screen, a microphone,
a speaker, and/or other input/output mechanisms. The appa-



US 9,338,159 B2

7

ratus 20 need not always include a user interface. For
example, in instances in which the apparatus is embodied as
a network entity 14, the apparatus may not include a user
interface. As such, the user interface is shown in dashed lines
in FIG. 2.

The communication interface 26 may include one or more
interface mechanisms for enabling communication with other
devices and/or networks. In some cases, the communication
interface may be any means such as a device or circuitry
embodied in either hardware, or a combination of hardware
and software that is configured to receive and/or transmit data
from/to a network 18 and/or any other device or module in
communication with the processing circuitry 22, such as
between the mobile terminal 10, the mobile terminal 12 and
the network entity 14. In this regard, the communication
interface may include, for example, an antenna (or multiple
antennas) and supporting hardware and/or software for
enabling communications with a wireless communication
network and/or a communication modem or other hardware/
software for supporting communication via cable, digital
subscriber line (DSL), universal serial bus (USB), Ethernet,
device to device, peer to peer, Bluetooth, wireless communi-
cations or other methods.

In an example embodiment, the memory 28 may include
one or more non-transitory memory devices such as, for
example, volatile and/or non-volatile memory that may be
either fixed or removable. The memory may be configured to
store information, data, applications, instructions or the like
for enabling the apparatus 20 to carry out various functions in
accordance with example embodiments of the present inven-
tion. For example, the memory could be configured to buffer
input data for processing by the processor 24. Additionally or
alternatively, the memory could be configured to store
instructions for execution by the processor. As yet another
alternative, the memory may include one of a plurality of
databases that may store a variety of files, contents or data
sets. Among the contents of the memory, applications may be
stored for execution by the processor in order to carry out the
functionality associated with each respective application. In
some cases, the memory may be in communication with the
processor via a bus for passing information among compo-
nents of the apparatus.

The processor 24 may be embodied in a number of difter-
ent ways. For example, the processor may be embodied as
various processing means such as one or more of a micropro-
cessor or other processing element, a coprocessor, a control-
ler or various other computing or processing devices includ-
ing integrated circuits such as, for example, an ASIC
(application specific integrated circuit), an FPGA (field pro-
grammable gate array), or the like. In an example embodi-
ment, the processor may be configured to execute instructions
stored in the memory 28 or otherwise accessible to the pro-
cessor. As such, whether configured by hardware or by a
combination of hardware and software, the processor may
represent an entity (for example, physically embodied in cir-
cuitry—in the form of processing circuitry 22) capable of
performing operations according to embodiments of the
present invention while configured accordingly. Thus, for
example, when the processor is embodied as an ASIC, FPGA
or the like, the processor may be specifically configured hard-
ware for conducting the operations described herein. Alter-
natively, as another example, when the processor is embodied
as an executor of software instructions, the instructions may
specifically configure the processor to perform the operations
described herein.

Alternatively or additionally, mobile terminal 10 and/or
mobile terminal 12 may be embodied as or otherwise include
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an apparatus 100 as generically represented by the block
diagram of FIG. 3. It should be understood, however, that the
mobile terminal 10 and/or mobile terminal 12 illustrated and
hereinafter described is merely illustrative of one type of
computing device that may implement and/or benefit from
various embodiments and, therefore, should not be taken to
limit the scope of the disclosure. While several embodiments
of'the electronic device are illustrated and will be hereinafter
described for purposes of example, other types of electronic
devices, such as mobile telephones, mobile computers, por-
table digital assistants (PDAs), pagers, laptop computers,
desktop computers, gaming devices, televisions, and other
types of electronic systems, may employ various embodi-
ments of the invention.

As shown, the mobile terminal 10 and/or mobile terminal
12 may include an antenna 112 (or multiple antennas 112) in
communication with a transmitter 114 and a receiver 116. The
mobile terminal 10 and/or mobile terminal 12 may also
include a processor 120 configured to provide signals to and
receive signals from the transmitter and receiver, respectively.
The processor 120 may, for example, be embodied as various
means including circuitry, one or more microprocessors with
accompanying digital signal processor(s), one or more pro-
cessor(s) without an accompanying digital signal processor,
one or more coprocessors, one or more multi-core processors,
one or more controllers, processing circuitry, one or more
computers, various other processing elements including inte-
grated circuits such as, for example, an ASIC or FPGA, or
some combination thereof. Accordingly, although illustrated
in FIG. 3 as a single processor, in some example embodiments
the processor 120 may comprise a plurality of processors.
These signals sent and received by the processor 120 may
include signaling information in accordance with an air inter-
face standard of an applicable cellular system, and/or any
number of different wireline or wireless networking tech-
niques, comprising but not limited to Wi-Fi, wireless local
access network (WLAN) techniques such as Bluetooth™
(BT), Ultra-wideband (UWB), Institute of Electrical and
Electronics Engineers (IEEE) 802.11, 802.16, and/or the like.
In addition, these signals may include speech data, user gen-
erated data, user requested data, and/or the like. In this regard,
the mobile terminal may be capable of operating with one or
more air interface standards, communication protocols,
modulation types, access types, and/or the like. More particu-
larly, the mobile terminal may be capable of operating in
accordance with various first generation (1G), second gen-
eration (2G), 2.5G, third-generation (3G) communication
protocols, fourth-generation (4G) communication protocols,
Internet Protocol Multimedia Subsystem (IMS) communica-
tion protocols (for example, session initiation protocol (SIP)),
and/or the like. For example, the mobile terminal may be
capable of operating in accordance with 2G wireless commu-
nication protocols IS-136 (Time Division Multiple Access
(TDMA)), Global System for Mobile communications
(GSM), IS-95 (Code Division Multiple Access (CDMA)),
and/or the like. Also, for example, the mobile terminal may be
capable of operating in accordance with 2.5G wireless com-
munication protocols General Packet Radio Service (GPRS),
Enhanced Data GSM Environment (EDGE), and/or the like.
Further, for example, the mobile terminal may be capable of
operating in accordance with 3G wireless communication
protocols such as Universal Mobile Telecommunications
System (UMTS), Code Division Multiple Access 2000
(CDMA2000), Wideband Code Division Multiple Access
(WCDMA), Time Division-Synchronous Code Division
Multiple Access (TD-SCDMA), and/or the like. The mobile
terminal may be additionally capable of operating in accor-
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dance with 3.9G wireless communication protocols such as
Long Term Evolution (LTE) or Evolved Universal Terrestrial
Radio Access Network (E-UTRAN) and/or the like. Addi-
tionally, for example, the mobile terminal may be capable of
operating in accordance with fourth-generation (4G) wireless
communication protocols such as LTE Advanced and/or the
like as well as similar wireless communication protocols that
may be developed in the future.

Some Narrow-band Advanced Mobile Phone System
(VAMPS), as well as Total Access Communication System
(TACS), mobile terminals may also benefit from embodi-
ments ofthis invention, as should dual or higher mode phones
(for example, digital/analog or TDMA/CDMA/analog
phones). Additionally, the mobile terminal 10 and/or mobile
terminal 12 may be capable of operating according to Wi-Fi
or Worldwide Interoperability for Microwave Access
(WiMAX) protocols.

It is understood that the processor 120 may comprise cir-
cuitry for implementing audio/video and logic functions of
the mobile terminal 10 and/or mobile terminal 12. For
example, the processor 120 may comprise a digital signal
processor device, a microprocessor device, an analog-to-digi-
tal converter, a digital-to-analog converter, and/or the like.
Control and signal processing functions of the mobile termi-
nal may be allocated between these devices according to their
respective capabilities. The processor may additionally com-
prise an internal voice coder (VC) 120q, an internal data
modem (DM) 2105, and/or the like. Further, the processor
may comprise functionality to operate one or more software
programs, which may be stored in memory. For example, the
processor 120 may be capable of operating a connectivity
program, such as a web browser. The connectivity program
may allow the mobile terminal 10 and/or mobile terminal 12
to transmit and receive web content, such as location-based
content, according to a protocol, such as Wireless Application
Protocol (WAP), hypertext transter protocol (HTTP), and/or
the like. The mobile terminal 10 and/or mobile terminal 12
may be capable of using Transmission Control Protocol/In-
ternet Protocol (TCP/IP) to transmit and receive web content
across the internet or other networks.

The mobile terminal 10 and/or mobile terminal 12 may
also comprise a user interface including, for example, an
earphone or speaker 124, a ringer 122, a microphone 126, a
display 128, a user input interface, and/or the like, which may
be operationally coupled to the processor 120. In this regard,
the processor 120 may comprise user interface circuitry con-
figured to control at least some functions of one or more
elements of the user interface, such as, for example, the
speaker 124, the ringer 122, the microphone 126, the display
128, and/or the like. The processor 120 and/or user interface
circuitry comprising the processor 120 may be configured to
control one or more functions of one or more elements of the
user interface through computer program instructions (for
example, software and/or firmware) stored on a memory
accessible to the processor 120 (for example, volatile
memory 140, non-volatile memory 142, and/or the like). The
mobile terminal may comprise a battery for powering various
circuits related to the mobile terminal, for example, a circuit
to provide mechanical vibration as a detectable output. The
user input interface may comprise devices allowing the
mobile terminal to receive data, such as a keypad 130, a touch
display, a joystick, and/or other input device. In embodiments
including a keypad, the keypad may comprise numeric (0-9)
and related keys (#, *), and/or other keys for operating the
mobile terminal.

As shown in FIG. 3, the mobile terminal 10 and/or mobile
terminal 12 may also include one or more means for sharing
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and/or obtaining data. For example, the mobile terminal may
comprise a short-range radio frequency (RF) transceiver and/
or interrogator 164 so data may be shared with and/or
obtained from electronic devices in accordance with RF tech-
niques. The mobile terminal may comprise other short-range
transceivers, such as, for example, an infrared (IR) trans-
ceiver 166, a Bluetooth™ (BT) transceiver 168 operating
using Bluetooth™ brand wireless technology developed by
the Bluetooth™ Special Interest Group, a wireless universal
serial bus (USB) transceiver 170 and/or the like. The Blue-
tooth™ transceiver 168 may be capable of operating accord-
ing to low power/energy or ultra-low power/energy Blue-
tooth™ technology (for example, Wibree™) radio standards.
In this regard, the mobile terminal 10 and/or mobile terminal
12 and, in particular, the short-range transceiver may be
capable of transmitting data to and/or receiving data from
electronic devices within a proximity of the mobile terminal,
such as within 10 meters, for example. The mobile terminal
may be capable of transmitting and/or receiving data from
electronic devices according to various wireless networking
techniques, including 6L.oWpan, Wi-Fi, Wi-Fi low power,
WLAN techniques such as IEEE 802.11 techniques, IEEE
802.15 techniques, IEEE 802.16 techniques, and/or the like.

The mobile terminal 10 and/or mobile terminal 12 may
comprise memory, such as a removable or non-removable
subscriber identity module (SIM) 138, a soft SIM 138, a fixed
SIM 138, aremovable or non-removable universal subscriber
identity module (USIM) 138, a soft USIM 138, a fixed USIM
138, a removable user identity module (R-UIM), and/or the
like, which may store information elements related to a
mobile subscriber. In addition to the SIM, the mobile terminal
may comprise other removable and/or fixed memory. The
mobile terminal 10 and/or mobile terminal 12 may include
volatile memory 140 and/or non-volatile memory 142. For
example, volatile memory 140 may include Random Access
Memory (RAM) including dynamic and/or static RAM, on-
chip or off-chip cache memory, and/or the like. Non-volatile
memory 142, which may be embedded and/or removable,
may include, for example, read-only memory, flash memory,
magnetic storage devices (for example, hard disks, floppy
disk drives, magnetic tape, etc.), optical disc drives and/or
media, non-volatile random access memory (NVRAM), and/
or the like. Like volatile memory 140 non-volatile memory
142 may comprise a cache area for temporary storage of data.
The memories may store one or more software programs,
instructions, pieces of information, data, and/or the like
which may be used by the mobile terminal for performing
functions of the mobile terminal. For example, the memories
may comprise an identifier, such as an international mobile
equipment identification (IMEI) code, capable of uniquely
identifying the mobile terminal 10 and/or mobile terminal 12.

FIGS. 4 and 5 are flowcharts illustrating the operations
performed by a method, apparatus and computer program
product, such as apparatus 20 of FIG. 2, in accordance with
some example embodiments of the present invention is illus-
trated. It will be understood that each block of the flowcharts,
and combinations of blocks in the flowcharts, may be imple-
mented by various means, such as hardware, firmware, pro-
cessor, circuitry and/or other device associated with execu-
tion of software including one or more computer program
instructions. For example, one or more of the procedures
described above may be embodied by computer program
instructions. In this regard, the computer program instruc-
tions which embody the procedures described above may be
stored by a memory device 28 of an apparatus employing an
embodiment of the present invention and executed by a pro-
cessor 24 in the apparatus. As will be appreciated, any such
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computer program instructions may be loaded onto a com-
puter or other programmable apparatus (for example, hard-
ware) to produce a machine, such that the resulting computer
or other programmable apparatus provides for implementa-
tion of the functions specified in the flowcharts’ block(s).
These computer program instructions may also be stored in a
non-transitory computer-readable storage memory that may
direct a computer or other programmable apparatus to func-
tion in a particular manner, such that the instructions stored in
the computer-readable storage memory produce an article of
manufacture, the execution of which implements the function
specified in the flowcharts’ block(s). The computer program
instructions may also be loaded onto a computer or other
programmable apparatus to cause a series of operations to be
performed on the computer or other programmable apparatus
to produce a computer-implemented process such that the
instructions which execute on the computer or other program-
mable apparatus provide operations for implementing the
functions specified in the flowcharts’ block(s). As such, the
operations of FIGS. 4 and 5, when executed, convert a com-
puter or processing circuitry into a particular machine con-
figured to perform an example embodiment of the present
invention. Accordingly, the operations of FIGS. 4 and 5 define
an algorithm for configuring a computer or processing cir-
cuitry 22, for example, processor, to perform an example
embodiment. In some cases, a general purpose computer may
be provided with an instance of the processor which performs
the algorithms of FIGS. 4 and 5 to transform the general
purpose computer into a particular machine configured to
perform an example embodiment.

Accordingly, blocks of the flowcharts support combina-
tions of means for performing the specified functions and
combinations of operations for performing the specified func-
tions. It will also be understood that one or more blocks of the
flowcharts, and combinations of blocks in the flowcharts, can
be implemented by special purpose hardware-based com-
puter systems which perform the specified functions, or com-
binations of special purpose hardware and computer instruc-
tions.

In some embodiments, certain ones ofthe operations above
may be modified or further amplified as described below.
Moreover, in some embodiments additional optional opera-
tions may also be included (an example of which is shown in
dashed lines in FIG. 4). It should be appreciated that each of
the modifications, optional additions or amplifications below
may be included with the operations above either alone or in
combination with any others among the features described
herein.

Referring now to FIG. 4, the operations of a method, appa-
ratus and computer program product of an example embodi-
ment are configured to cause a client certificate to be issued to
a second mobile terminal by a first mobile terminal. The client
certificate used by the second mobile terminal is derived from
and/or based on a client certificate issued to the first mobile
terminal by a server that provides access credentials based on
a wireless subscription provisioning specification. In some
example embodiments, the wireless subscription provision-
ing specification, such as the Hotspot 2.0 specification, may
enable one or more mobile terminals registered to a particular
user to access the same provisioned subscription based on the
systems and methods described herein, even in an instance in
which the wireless network subscription service requires a
client certificate.

In some example embodiments, a first mobile terminal,
such as mobile terminal 10, may initiate a subscription pur-
chase procedure, such as, for example, the subscription pur-
chase procedure specified in Hotspot 2.0. If the credential
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provided to the terminal as a result of the subscription pur-
chase is a client certificate, the first mobile terminal may be
required to enroll in client certificate creation during a sub-
scription creation procedure. The client certificate creation
consists of generating a public/private key pair at the termi-
nal, and sending the public key to the server. In some example
embodiments, the server may include a subscription identi-
fier, such as a WiFiSubscriptionID, into the generated client
certificate and may also include a flag which may explicitly
state whether the server supports subscription sharing or not.
In some example embodiments, the WiFiSubscriptionID can
be a random value or a value predefined by the server 16,
network entity 14, the network 18 or the like, is configured to
be generated by the server and assigned to a particular sub-
scriber of the wireless network subscription service. Alterna-
tively or additionally, the WiFiSubscriptionID may also be
added to the subscriptionMO field of the Hotspot2.0 defined
WiFi subscription managed object structure. The server 16 is
then configured to generate a client certificate, signed by a
private key generated by the server 16, and transmit the client
certificate to the first mobile terminal, such as mobile terminal
10.

Once the client certificate is received by the first mobile
terminal, such as mobile terminal 10, the first mobile terminal
may then use that client certificate to authenticate itself to the
server 16. However, at this stage, only the first mobile termi-
nal is configured to authenticate itself on the server, but a
second mobile terminal, such as mobile terminal 12, is not
configured to access the network 18 using the same client
certificate because the client certificate issued to the first
mobile terminal contains the public key of the first mobile
terminal. The client certificate of the first mobile terminal
relates to the private key of the first mobile terminal and thus
cannot be transferred to the second mobile terminal.

According to some example embodiments, however, the
first mobile terminal may be able to issue a client certificate to
the second mobile terminal, such that the second mobile
terminal may be authenticated onto the network 18 via the
network entity 14, depending on whether the client certificate
issued to the first terminal includes a WiFiSubscriptionID and
in an instance in which there is a flag indicating that sharing
the subscription is permitted, the flag is set to true. In some
example embodiments and in order to accomplish the issu-
ance of the certificate, the second mobile terminal, such as
mobile terminal 12, may cause a connection with the first
mobile terminal. The connection may be any peer to peer
connection, such as but not limited to, a Bluetooth, a WiFi
Direct, a USB cable or other connection. Once connected to
the first mobile terminal, as is shown in operation 320, the
apparatus 20 embodied by mobile terminal 12, may include
means, such as the processing circuitry 22, the processor 24 or
the like, for determining whether a first mobile terminal pos-
sesses one or more credentials that allow sharing of the cre-
dentials with another mobile terminal, wherein the creden-
tials are configured to grant access to one or more wireless
network subscription services.

In some example embodiments, the apparatus 20 embodied
by mobile terminal 12, may include means, such as the pro-
cessing circuitry 22, the processor 24, the communications
interface 26 or the like, for causing a message to be transmit-
ted to the first mobile terminal in an instance in which the first
mobile terminal possesses one or more credentials that allow
sharing of the credentials with another mobile terminal. In
some example embodiments, as shown in operation 340, the
apparatus 20 embodied by mobile terminal 12, may include
means, such as the processing circuitry 22, the processor 24,
the communications interface 26 or the like, for causing a
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certification enrollment procedure to be initiated with the first
terminal by sending an initial message, which can include, for
example, an Hypertext Transfer Protocol (HTTP) GET mes-
sage with a predefined uniform resource indicator (URI) like
‘localhost’ in the URI field. Alternatively or additionally the
URI may include the first mobile terminals internet protocol
(IP) address. A message, such as the GET message, indicates
to the first mobile terminal that the second mobile terminal is
requesting a client certificate to be issued that is configured to
grant access to the wireless network subscription service. In
some example embodiments, the first mobile terminal func-
tions as a certificate authority or as a server for the second
terminal. As described herein the certificate enrollment pro-
cedure is the process by which the first mobile terminal gen-
erates a client certificate for the second mobile terminal

Insome example embodiments, the apparatus 20 embodied
by mobile terminal 12, may include means, such as the pro-
cessing circuitry 22, the processor 24 or the like, for gener-
ating a public/private key pair. As is shown in operation 380,
the apparatus 20 may include means, such as the processing
circuitry 22, the processor 24, the communications interface
26 or the like, for causing a public key to be transmitted to the
first mobile terminal based on a generated public/private key
pair.

Asis shown in operation 360, the apparatus 20 may include
means, such as the processing circuitry 22, the processor 24,
the communications interface 26 or the like, for receiving a
client certificate from the first mobile terminal, wherein the
client certificate is signed by the first mobile terminal and
includes a subscription identifier, such as the WiFiSubscrip-
tionlD. In some example embodiments, the subscription
identifier is present in the client certificate the first mobile
terminal received from the server at subscription creation
phase. In some example embodiments, the first mobile termi-
nal is configured to enable access to a wireless network sub-
scription service for a second mobile terminal by a generating
a client certificate for the second mobile terminal and signing
it with its own private key. The client certificate created by the
first mobile terminal, such as mobile terminal 10, may also
include the WiFiSubscriptionID.

Referring now to FIG. 5, the operations of a method, appa-
ratus and computer program product are configured to
authenticate a second mobile terminal on a wireless network
subscription service based on a client certificate issued by a
first mobile terminal. In some example embodiments, the
second mobile terminal may cause a client certificate, gener-
ated by the first mobile terminal as described with reference to
FIG. 4, to be transmitted to the server in an attempt to access
the wireless network subscription service. As is shown in
operation 420, the apparatus 20, such as server 16, may
include means, such as the processing circuitry 22, the pro-
cessor 24, the communications interface 26 or the like, for
receiving an authentication request for a subscription service
from a second mobile terminal.

As is shown in operation 440, the apparatus 20, such as
server 16, may include means, such as the processing cir-
cuitry 22, the processor 24, the communications interface 26
orthe like, for determining whether the authentication request
comprises a client certificate having subscription identifier,
such as a WiFiSubscriptionID, belonging to a first mobile
terminal that has previously been authenticated. In some
example embodiments, the server 16 may be configured to
trust the first mobile terminal in the role of certificate author-
ity for that particular WiFiSubscriptionID. As is shown in
operation 460, the apparatus 20, such as server 16, may
include means, such as the processing circuitry 22, the pro-
cessor 24 or the like, for causing the subscription identifier of
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the first mobile terminal to be authenticated by confirming the
public key of the first mobile terminal. In some example
embodiments, the client certificate provided by the second
mobile terminal may contain the public key of the second
mobile terminal signed with the private key of the first mobile
terminal. Since the server 16 is already configured to trust the
first mobile terminal for the particular wireless subscription,
see for example FIG. 4, the server 16 is configured to verify,
such as by the processing circuitry 22, the processor 24 or the
like, the public key of the first mobile terminal. In some
example embodiments, the public key is trusted if the
WiFiSubscriptionlD string in second mobile terminal client
certificate is the same as the WiFiSubscriptionID used to issue
the client certificate for first mobile terminal.

As is shown in operation 480, the apparatus 20 may include
means, such as the processing circuitry 22, the processor 24,
the communications interface 26 or the like, for causing the
second mobile terminal to be authenticated on the wireless
network subscription service based on the client certificate
issued by the first terminal and the subscription identifier. In
some example embodiments, the second mobile device is
considered a child device of the first mobile terminal and is
able to access the wireless network subscription service iden-
tified by WiFiSubscriptionID. For example, a challenge sent
from the server to the second mobile terminal may be signed
by the private key of the second mobile terminal and the
server may further be configured to verity if the public key of
the second mobile, as signed by the private key of first mobile
terminal, belongs to the private key used to sign the challenge.

In some example embodiments, a revocation of a second
mobile terminal client certificate may occur either during a
new sync process between first mobile terminal and second
mobile terminal or by the server revoking the client certificate
issued to the first mobile terminal (for example which implic-
itly removes the trust from the first mobile terminal and from
all devices first mobile terminal issued a client certificate). If
there is any time or data limit on the subscription, then the
time or data limit would be applied against the subscription if
the first and/or the second mobile terminal is authenticated to
use the subscription.

Many modifications and other embodiments of the inven-
tions set forth herein will come to mind to one skilled in the art
to which these inventions pertain having the benefit of the
teachings presented in the foregoing descriptions and the
associated drawings. Therefore, it is to be understood that the
inventions are not to be limited to the specific embodiments
disclosed and that modifications and other embodiments are
intended to be included within the scope of the appended
claims. Moreover, although the foregoing descriptions and
the associated drawings describe example embodiments in
the context of certain example combinations of elements and/
or functions, it should be appreciated that different combina-
tions of elements and/or functions may be provided by alter-
native embodiments without departing from the scope of the
appended claims. In this regard, for example, different com-
binations of elements and/or functions than those explicitly
described above are also contemplated as may be set forth in
some of the appended claims. Although specific terms are
employed herein, they are used in a generic and descriptive
sense only and not for purposes of limitation.

That which is claimed:

1. A method comprising:

determining whether a first mobile terminal possesses one

or more first credentials that are configured to be issu-
able to another mobile terminal, wherein at least one of
the one or more first credentials comprise a subscription
identifier issued by a server and the at least one of the one
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or more first credentials is configured to grant access to
one or more wireless network subscription services;

causing, by a processor, a certificate enrollment procedure
to be initiated by the first mobile terminal in an instance
in which the first mobile terminal possesses one or more
first credentials that are configured to be issuable to the
another mobile terminal, wherein the certificate enroll-
ment procedure results in a public key to be transmitted
to the first mobile terminal and a first client certificate to
be issued to the first mobile terminal that comprises a
subscription identifier and a flag indicating whether the
first client certificate is able to be shared with the another
mobile terminal;
receiving at least one second credential that is distinct from
the first credential and is in the form of a client certificate
generated by the first mobile terminal, the client certifi-
cate comprising the public key of the another mobile
terminal signed by a private key of the first mobile ter-
minal and having the subscription identifier; and

accessing the one or more wireless network subscription
services with the client certificate based on a verification
of the private key and the subscription identifier.

2. The method according to claim 1, wherein the first
mobile terminal is configured to initiate a subscription pur-
chase procedure with the server such that the first mobile
terminal enrolls in a certificate creation process.

3. The method according to claim 2, wherein the certificate
creation process further comprises receiving a client certifi-
cate from the server, and wherein the subscription identifier is
a WiFiSubscriptionID.

4. The method according to claim 1 further comprising
causing a message to be transmitted to the first mobile termi-
nal, wherein the message is a Hypertext Transfer Protocol
(HTTP) GET message that comprises a predefined uniform
resource identifier.

5. The method according to claim 1, wherein the client
certificate from the first mobile terminal enables access a
subscription to the one or more wireless network subscription
services belonging to the first mobile terminal.

6. An apparatus comprising:

at least one processor; and

at least one memory including computer program code, the

at least one memory and the computer program code

configured to, with the at least one processor, cause the

apparatus to at least:

determine whether a first mobile terminal possesses one
or more credentials that are configured to be issuable
to another mobile terminal, wherein at least one of the
one or more first credentials comprise a subscription
identifier issued by a server and the at least one of the
one or more first credentials is configured to grant
access to one or more wireless network subscription
services;

cause a certificate enrollment procedure to be initiated
by the first mobile terminal in an instance in which the
first mobile terminal possesses one or more first cre-
dentials that are configured to be issuable to the
another mobile terminal, wherein the certificate
enrollment procedure results in a public key to be
transmitted to the first mobile terminal and a first
client certificate to be issued to the first mobile termi-
nal that comprises a subscription identifier and a flag
indicating whether the first client certificate is able to
be shared with the another mobile terminal;

receive at least one second credential that is distinct from
the first credential and is in the form of a client cer-
tificate generated by the first mobile terminal, the
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client certificate comprising the public key of the
another mobile terminal signed by a private key of the
first mobile terminal and having the subscription
identifier; and

access the one or more wireless network subscription
services with the client certificate based on a verifi-
cation of the private key and the subscription identi-
fier.

7. The apparatus according to claim 6, wherein the first
mobile terminal is configured to initiate a subscription pur-
chase procedure with the server such that the first mobile
terminal enrolls in a certificate creation process.

8. The apparatus according to claim 7, wherein the certifi-
cate creation process further comprises receiving a client
certificate from the server, and wherein the subscription iden-
tifier is a WiFiSubscriptionID.

9. The apparatus according to claim 6 wherein the at least
one memory including the computer program code is further
configured to, with the at least one processor, cause the appa-
ratus to cause a message to be transmitted to the first mobile
terminal, wherein the message is a Hypertext Transfer Proto-
col (HTTP) GET message that comprises a predefined uni-
form resource identifier.

10. The apparatus according to claim 6, wherein the client
certificate from the first mobile terminal enables access a
subscription to the one or more wireless network subscription
services belonging to the first mobile terminal.

11. A method comprising:

receiving a certificate enrollment procedure request from a

first mobile terminal;
causing, by a processor, a first client certificate to be issued
to the first mobile terminal as a result of the certificate
enrollment procedure initiated by the first mobile termi-
nal, wherein the first client certificate comprises a sub-
scription identifier and a flag indicating whether the
client certificate is able to be shared with an issuable to
at least a second mobile terminal;
receiving an authentication request for access to a wireless
network subscription service from the second mobile
terminal, wherein the authentication request comprises a
second client certificate of the second mobile terminal
signed by a private key of the first mobile terminal and
having the subscription identifier, the second client cer-
tificate being distinct from the first client certificate; and

causing the second mobile terminal to be authenticated
with the second client certificate based upon verification
of the private key and the subscription identifier.

12. The method according to claim 11, further comprising:

determining whether the client certificate has the subscrip-

tion identifier belonging to that first mobile terminal that
was previously issued and comprises a flag indicating
that the client certificate is issuable to the second mobile
terminal.

13. The method according to claim 12, further comprising:

causing the subscription identifier of the first mobile ter-

minal to be authenticated by confirming a public key of
the first mobile terminal in the second client certificate.

14. The method according to claim 12 wherein the first
mobile terminal is configured to operate as a certificate
authority, wherein the second mobile terminal is authenti-
cated based on credentials issued by the first mobile terminal.

15. The method according to claim 12, further comprising
authenticating a second mobile terminal in an instance in
which a subscription identifier in the second client certificate
is the same as the subscription identifier in the first client
certificate issued to the first mobile terminal, wherein the
subscription identifier is a WiFiSubscriptionID.
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16. The method according to claim 12, further comprising:

causing a challenge to be transmitted to the second mobile
terminal, wherein the challenge is signed by a private
key of the second mobile terminal; and

determining whether a public key of the second mobile

terminal that is signed by a private key of the first mobile
terminal is verified based on the challenge.

17. The method according to claim 12, further comprising:

causing the first client certificate of the first mobile termi-

nal to be revoked such that the second client certificate
issued to the second mobile terminal is revoked.

18. The method according to claim 12, further comprising:

determining data usage of the first mobile terminal based

on data usage of'the first mobile terminal and the second
mobile terminal.

19. The method according to claim 12, wherein the authen-
tication request is Hotspot 2.0 authentication request.

20. The method according to claim 12, wherein the second
mobile terminal is authenticated on the wireless network
subscription service based on a subscription of the first
mobile terminal.
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